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Abstract 

This study is a normative legal research that focuses on evaluating the 

role of medical audit, telemedicine practice, and remittances in the 

context of digital health in Indonesia. This study uses a descriptive 

analytical m Keywords: Medical Audit, Telemedicine Practice, 

Remittance, Health Digitalization. 

ethod, with a philosophical and analytic approach, in understanding 

and evaluating the legal and practical challenges that exist in the 

implementation and enforcement of laws related to medical audits 

and telemedicine practices, as well as security and accountability in 

electronic money transfers. The results of the research indicate that 

while the existing legal framework provides a sound foundation, there 
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are challenges in the application and enforcement of this law. The 

solutions found involve collaboration and coordination between the 

various parties involved, including governments, healthcare 

providers, technology companies, and communities. This research 

emphasizes the importance of a collaborative and proactive approach 

in realizing a sustainable and effective digitization of health in 

Indonesia . 

 

Keywords: Medical Audit, Telemedicine Practice, Remittance, Health 

Digitalization. 

 

 

Introduction 

The digital revolution has created a new innovation in the capacity to 

acquire, store, manipulate and transmit volumes of data in real time, is 

vast and complex. Therefore the digital revolution is often considered 

synonymous with the data revolution. This development has encouraged 

the collection of various data, no longer depending on the consideration 

of what data might be useful in the future (Wahyudi, 2009) . Therefore, 

in carrying out its duties, the government has 4 (four) main functions that 

must be carried out regardless of its level, namely the community service 

function, the development function, the protection function and the 

regulatory function (Muchsan, 2007) . The provision of public services by 

government officials to the community is an implication of the function 

of the state apparatus as a public servant, therefore, the position of 

government apparatus in public services is very strategic because it will 

determine the government's role in providing the best possible service 

to the community . This will determine the function of the state in 

carrying out its role properly in accordance with its founding purposes 

(Wahyudi, 2009) . 

Health services themselves are an integral part of the code of ethics. 

According to Inhotep from Egypt, HiPeraturan Gocrates from Greece, 

Galenus from Rome, were some of the pioneers of ancient medicine who 

had laid the foundations for the development of a noble medical 

tradition. Together with all the medical figures and organizations that 
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appear in international forums, they then intend to base the medical 

tradition and discipline on the basis of a professional ethic. This ethic 

always prioritizes patients who seek treatment and for the safety and 

interests of patients. This ethic itself contains principles, namely: 

beneficence, non-maleficence, autonomy and justice. Medical ethics is 

naturally based on ethical norms that govern human relations in general, 

and has principles in the philosophy of society that are accepted and 

continuously developed. Specifically in Indonesia, that principle is 

Pancasila which we both recognize as a just basis and the 1945 

Constitution as a structural basis (MKEKID Indonesia, 2004) . 

In connection with the explanation above, in principle, the development 

of health services has progressed very rapidly, this is due to the Industrial 

Revolution 4.0, namely the use of internet technology bases and digital 

databases that have penetrated the field of health services. One of the 

uses of information technology in the health sector that is in accordance 

with the flow of globalization is Health Information Technology-based 

health services, especially the ERA of the industrial revolution 4.0 which 

poses real challenges in the health sector. In addition to the abundant 

demographic bonus, other challenges also exist in the realm of health 

service technology innovation. 

A survey conducted by the Indonesian Internet Network Operators 

Association (APJII) revealed that more than half of Indonesia's 

population is now connected to the internet. A survey conducted 

throughout 2019 found that 132.7 million Indonesians were connected 

to the internet. Indonesia is also one of the 5 countries with the highest 

social media users worldwide (Khairunnisa, 2020) . This encourages a 

digital transformation of the health service system and long-distance 

medical information in the form of telemedicine. This remote health 

service is carried out through internet data censorship. Several service 

providers, namely: GetWell, Good Doctor and GrabHealth, Halodoc, 

KlikDokter eHealth, Talk to doctor, Tele Sehat Indonesia, KlikDOKTER, 

pager doctor, Detik Health, Solusi Sehat, Megle, counseling services via 

YouTube and so on are no strangers ( Mangesti, 2019) . 
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The new norm change for the global healthcare sector is in fact, the 

digitization of health and patient data is undergoing dramatic and 

fundamental changes in the clinical, operational and business models of 

the future. This shift is being driven by an aging population and changing 

lifestyles; proliferation of software applications and mobile devices; 

innovative treatments; increased focus on the quality and value of care; 

and evidence-based medicine as opposed to subjective clinical decisions 

all aim to offer significant opportunities to support clinical decisions, 

improve healthcare delivery, management and policy-making, disease 

surveillance, side-effect monitoring, and treatment optimization for 

diseases affecting multiple organ systems (Abouelmehdi, Hessane, & 

Khalouf, 2018) . 

Rapid developments in health services influenced by the Industrial 

revolution 4.0 have changed the way health services are provided 

(Cardile et al., 2023) . The use of internet technology and digital 

databases has reached the health sector (R et al., 2012) , encouraging 

the use of Health Information Technology (Health IT) in health services 

(Kaplan, 2020) . The industrial revolution 4.0 also poses serious 

challenges in the health sector, including challenges that come from the 

flow of technological innovation in health services (Mundi, Elfadil, 

Bonnes, Salonen, & Hurt, 2021) . 

Research conducted by the Association of Indonesian Internet Network 

Providers (APJII) shows that more than half of Indonesia's population is 

connected to the internet. These findings support digital transformation 

in the health care system and long-distance medical information, or 

telemedicine. This service is carried out through internet data 

sensorization, and involves various service providers, such as GetWell, 

Good Doctor and GrabHealth, Halodoc, KlikDokter eHealth, and others 

(Bakung, Muhtar, & Hadju, 2023) . 

The digitization of health and patient data has transformed clinical, 

operational and business models within the healthcare sector (Smith et 

al., 2020) . These changes are driven by multiple factors, such as an aging 

population, changing lifestyles, the proliferation of mobile apps and 

software, an increased focus on the quality and value of care, and the 
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use of evidence-based medicine (Mann, Chen, Chunara, Testa, & Nov, 

2020 ) . 

Analyzing the relationship between medical audit, telemedicine (Article 

1 Paragraph 1 of the Minister of Health Regulation 20/2019 (Health, 

2019) contains the notion of telemedicine which is defined as the 

provision of remote health services by health professionals using 

information and communication technology, including the exchange of 

information on diagnosis, treatment , prevention of disease and injury, 

research and evaluation, and continuing education of healthcare 

providers in the interests of improving the health of individuals and 

communities), and remittances, it is important to understand how 

evolutions in medical technology and practice affect each of these areas. 

In the context of remittances, medical audits play an important role in 

maintaining the integrity and reliability of transactions that occur within 

the telemedicine system. To achieve this, medical audits must be able to 

ensure that all fees collected for services provided are accurate and in 

accordance with existing rules and regulations. 

For example, when a patient pays for a medical consultation or 

procedure via a telemedicine platform, the medical audit must be able 

to verify that the transaction complied with the predetermined rate and 

that the services provided were in accordance with the fees charged 

(Prakash & Bharwaj, 2011) . In addition, given that telemedicine often 

involves the transfer of sensitive patient data, there is a need for strong 

security mechanisms to protect patient privacy and confidentiality 

(Sugiarti, 2019) . Medical audits, in this regard, can play an important role 

in ensuring that these safety protocols are followed and that patient data 

is not misused or compromised (Libby & LaPallo, 2023) . However, there 

are also challenges to be faced in implementing medical audits in the 

telemedicine context. For example, because telemedicine often involves 

healthcare providers and patients located in different locations, it can 

create difficulties in tracking and verifying transactions. In addition, there 

may be legal and regulatory hurdles that need to be overcome, including 

regulations on data privacy and cross-border money transfers. 
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Finally, it is important to remember that the primary purpose of a 

medical audit in this context is to ensure that telemedicine services are 

provided in an ethical, transparent manner, and in the best interest of 

the patient. To achieve this, it will be important for healthcare providers, 

regulators and other interested parties to work together to develop and 

implement standards and best practices for medical auditing in 

telemedicine so that a research problem is formulated about how 

medical auditing, telemedicine practices and remittances are linked and 

how legal evaluation of aspects of medical audit, in sending telemedicine 

practice money in realizing the digitization of Indonesian health? 

Literature Review 

Medical audit, as a process of evaluating the quality and efficiency of 

health services (Buckland & Grey, 2018) , is an important component in 

quality control and improving health services, including telemedicine 

services (Wachter, 2017) . Medical audit involves systematic examination 

and assessment of medical practices and patient care processes to 

ensure that they meet prescribed standards and guidelines (Smith et al., 

2020) . In the telemedicine context, medical audits can focus on various 

aspects, including quality of clinical services, accuracy of diagnosis and 

case handling, patient satisfaction, compliance with applicable laws and 

regulations, as well as transparency and accuracy of financial 

transactions related to the services provided. (Natural, Gagnon, 

Wootton, Fortin, & Zanaboni, 2017) . Medical audits also ensure that 

patients receive sufficient and appropriate information about their 

health conditions, treatment options, and costs involved (Sood et al., 

2007) . 

The theory about the importance of medical audits in telemedicine is 

reinforced by various studies. For example, the study by Bello et al. found 

that medical audits can contribute significantly to improving the quality 

of telemedicine services and patient satisfaction (Bello.R, Coleone, Bellei, 

& De Marchi, 2019) . Another study by Sood showed that medical 

auditing in telemedicine can help reduce medical errors and malpractice 

(Sood et al., 2007) . 
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Challenges in implementing medical auditing in the context of 

telemedicine have also been recognized by experts. For example, 

because telemedicine often involves healthcare providers and patients 

located in different locations, it can create difficulties in tracking and 

verifying transactions. In addition, there may be legal and regulatory 

hurdles that need to be overcome, such as regulations on data privacy 

and cross-border money transfers. Other studies suggest that the 

integration of information technology in medical audits can help address 

some of these challenges (Bello.R et al., 2019) , such as by facilitating the 

tracking and verification of transactions and ensuring compliance with 

data privacy regulations (Hollander & Carr, 2020) . 

Opinions of legal experts regarding medical audits, remittances, and 

telemedicine practices vary. Some experts emphasize the importance of 

medical audits in ensuring compliance with health standards and 

regulations, as well as in maintaining the integrity and reliability of 

financial transactions in telemedicine (Patel et al., 2021) . Other legal 

experts have focused on the legal and ethical challenges that may arise 

in this context, such as data privacy and confidentiality issues, cross-

border law enforcement, and patient rights protection. For example, 

there is research that argues that medical audits can play an important 

role in maintaining the integrity of telemedicine services, but also 

emphasizes the importance of patient data protection and transparency 

in financial transactions (Jin, Kim, Miller, Behari, & Correa, 2020) . 

Meanwhile, Martin highlighted the challenges in ensuring compliance 

with applicable laws and regulations in the context of telemedicine 

(Martin, Hartman, Washington, Catlin, & Team, 2019) , especially if the 

service involves health care providers and patients who are in different 

countries. 

In Indonesia, legal experts such as Sari Dewi (Sari Dewi, 2017) have 

demonstrated the importance of maintaining patient data privacy and 

confidentiality in telemedicine services, and how medical audits can play 

a role in this. However, Dewi also noted that there may be obstacles in 

the implementation of medical audits, including legal and technical 

issues. 
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In general, there appears to be a consensus among legal experts that 

medical audits are an important tool for remittances in telemedicine 

practice, but there are challenges and legal considerations that need to 

be addressed. In addition, proper law enforcement and professional 

ethics are also seen as important factors in ensuring justice and 

protection for patients and healthcare providers in the context of 

telemedicine. 

In this regard, in the aspect of payment for health services, including 

telemedicine services, it often involves money transfers between 

patients and service providers. This process can involve various payment 

methods, such as bank transfers, credit cards, digital wallets, or even 

cryptocurrencies (Nittari et al., 2020) . In a legal context, remittances for 

telemedicine services may be affected by various regulations and laws, 

depending on the jurisdiction and the method of payment used. In many 

countries, including Indonesia, remittances are regulated by various 

regulations and laws to ensure transaction security and protect 

consumer rights (Wosik et al., 2020) . For example, in Indonesia, Bank 

Indonesia (BI) as the monetary authority has special regulations 

regarding remittances involving financial institutions and payment 

service providers (B. Indonesia, 2016) . 

In the context of telemedicine, these laws and regulations can be even 

more complex, especially when the service involves healthcare providers 

and patients who are in different countries (Settlements, 2020) . For 

example, in the case of cross-border payments, laws and regulations 

regarding international money transfers, currency conversion and anti-

money laundering may apply (Sacco, 2020) . In addition, there are also 

regulations and laws that specifically relate to payments for health 

services, including telemedicine services. In Indonesia, this is regulated 

in the Regulation of the Minister of Health of the Republic of Indonesia 

Number 20 of 2019 concerning the Implementation of Telemedicine in 

Health Services (Health, 2019) . 

These laws and regulations aim to protect the rights and interests of 

patients, ensure the transparency and accuracy of financial transactions, 

and ensure that telemedicine services are provided ethically and in 
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accordance with prescribed health standards. However, the application 

of these laws and regulations in the context of telemedicine can pose 

various challenges, including issues of compliance, data privacy, and 

cross-border enforcement (Keesara, Jonas, & Schulman, 2020) . For 

example, given that telemedicine often involves the transfer of sensitive 

patient data, there is a need for robust security mechanisms to protect 

patient privacy and confidentiality. In this regard, medical audits can play 

an important role in ensuring that these safety protocols are followed 

and that patient data is not misused or compromised. 

Research methods 

This study is a normative legal research that focuses on evaluating the 

role of medical audits in the context of telemedicine practices and 

remittances in Indonesia (Ishaq, 2017) . In this study, the approach used 

is philosophical and analytic, in which the research focus is placed on a 

rational, critical, and philosophical understanding of the main issues. 

The main problem in this research is to understand the relationship 

between medical audit, telemedicine practice, and remittances and to 

evaluate the law that applies to these aspects in the context of digital 

health in Indonesia. First, this study will discuss how medical auditing, as 

a process of systematic and independent evaluation of medical 

documentation, can function in the context of telemedicine practice. 

Particular focus will be given to how medical audits can ensure accuracy 

and compliance in the remittance process that occurs in telemedicine 

services. 

Second, this study will evaluate existing laws and regulations related to 

medical audits, telemedicine, and remittances in Indonesia. The aim is to 

assess the extent to which existing laws and regulations can support 

digitization of healthcare and maintain integrity and transparency in 

telemedicine and remittance practices. To achieve the objectives of this 

study, an analytical descriptive method will be used, which involves 

describing and analyzing applicable laws and regulations, legal theory, 

and law enforcement practices that are relevant to this issue (Marzuki, 

2011) . The results of this study are expected to provide new insights and 

recommendations for improving the implementation of medical audits 
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in telemedicine and remittance practices in Indonesia in order to realize 

health digitalization. 

Results and Discussion 

Linkage of Medical Audit, Telemedicine Practice And Remittance 

The increasing need for more efficient and accessible health services has 

led to the development of telemedicine as a form of innovation in the 

delivery of health services (KK Indonesia, 2010) . Telemedicine enables 

the provision of medical services through digital platforms, providing 

wider access and facilitating the availability of health services, especially 

in remote areas. Along with these developments, medical audit and 

remittance systems are also adapting to support this digital healthcare 

ecosystem. However, these changes also raise questions about legal, 

ethical, and security issues. 

Some of the relevant legal bases in this context in Indonesia are Law 

Number 36 of 2009 concerning Health (Health, 2009) , regulating the 

national health system including health services and the quality of these 

services; Government Regulation Number 51 of 2008 concerning 

Pharmaceutical Work (Government of the Republic of Indonesia, 2008) , 

describes supervision and auditing in pharmaceutical services, which can 

also be applied to the use of telemedicine; Regulation of the Minister of 

Home Affairs Number 45 of 2016 concerning Guidelines for the 

Implementation of e-Government (Negeri, 2016) , which facilitates the 

use of digital technology in public services, including health services as 

well as Regulation of the Minister of Health Number 20 of 2019 

concerning the Implementation of Telemedicine Services Between 

Health Service Facilities (Ministry of Health) Health, 2019) . 

Each of these regulations has an important role in shaping the 

telemedicine ecosystem in Indonesia, namely Law Number 36 of 2009 

concerning Health which is the legal basis that generally regulates health 

services in Indonesia (Kesehatan, 2009), including the standards and 

quality of services that must be met . obeyed. This law can be used as a 

general framework for the implementation and supervision of 

telemedicine; Government Regulation Number 51 of 2008 concerning 

Pharmaceutical Work provides guidelines regarding supervision and 
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auditing in pharmaceutical services (Government of the Republic of 

Indonesia, 2008) , which can be applied in the context of telemedicine, 

particularly in the case of online drug prescription services and 

pharmaceutical consultations; Minister of Home Affairs Regulation 

Number 45 of 2016 concerning Guidelines for the Implementation of e-

Government provides direction regarding the use of digital technology in 

public services. Although it does not specifically address telemedicine, 

this regulation is important because it opens opportunities for the use of 

digital technology in the health sector and stipulates technical and 

procedural standards that must be complied with as well as Regulation 

of the Minister of Health Number 20 of 2019 concerning the 

Implementation of Telemedicine Services Between Health Service 

Facilities (Ministry of Health, 2019 ) is a specific regulation that regulates 

the implementation of telemedicine in Indonesia. This regulation 

provides guidelines regarding service standards, technical requirements, 

as well as ethics and laws that must be complied with in the 

implementation of telemedicine. 

Each of these regulations plays an important role in ensuring that 

telemedicine can be administered in a safe, efficient and ethical manner. 

With a clear and strong legal framework, we can ensure that 

telemedicine provides the maximum benefit to society, while minimizing 

the risks and challenges that may arise. Meanwhile, with regard to 

remittances, this is important because many telemedicine services 

require financial transactions, either for direct payment for services, or 

for related transactions, such as buying medicine. This requires a secure, 

efficient and accountable transaction method. 

The legal basis relating to money transfers and financial transactions is 

Law Number 7 of 2011 concerning Currency (Government of the 

Republic of Indonesia, 2011) , which regulates the use and transactions 

in Rupiah; Law Number 11 of 2008 concerning Electronic Transactions 

and Information (RI, 2008) concerning financial and non-financial 

transactions conducted through electronic media, including 

telemedicine and Bank Indonesia Regulation Number 20/6/PBI/2018 

concerning Electronic Money, which regulates the use of electronic 

money in various transactions (B. Indonesia, 2018) . 
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The above regulations play a role in shaping Indonesia's telemedicine 

ecosystem, namely Law Number 36 of 2009 concerning Health which is 

the legal basis that regulates health services in Indonesia in general, 

including the standards and quality of services that must be complied 

with. This law can be used as a general framework for the 

implementation and supervision of telemedicine; Government 

Regulation Number 51 of 2008 concerning Pharmaceutical Work 

provides guidelines regarding supervision and auditing in pharmaceutical 

services, which can be applied in the context of telemedicine, particularly 

in the case of online drug prescription and pharmaceutical consultation 

services; Minister of Home Affairs Regulation Number 45 of 2016 

concerning Guidelines for the Implementation of e-Government 

provides direction regarding the use of digital technology in public 

services. Although it does not specifically address telemedicine, this 

regulation is important because it opens opportunities for the use of 

digital technology in the health sector and sets technical and procedural 

standards that must be complied with; Regulation of the Minister of 

Health Number 20 of 2019 concerning the Implementation of 

Telemedicine Services Between Health Service Facilities and is a specific 

regulation that regulates the implementation of telemedicine in 

Indonesia. 

Each of these regulations plays an important role in ensuring that 

telemedicine can be administered in a safe, efficient and ethical manner. 

With a clear and strong legal framework, we can ensure that 

telemedicine provides the maximum benefit to society, while minimizing 

the risks and challenges that may arise. In this context, medical audits, 

telemedicine practices, and remittances are interrelated and influence 

one another in the delivery of digital health services. They play a role in 

shaping and supporting more inclusive and sustainable health systems. 

One of the main linkages is in the processing of payments for 

telemedicine services. These platforms usually require financial 

transactions, which are carried out through electronic money transfer 

systems. For example, the patient may need to pay a certain amount of 

money for a consultation or to buy medicine. These transactions must be 
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carried out in a safe and accountable manner, bearing in mind the risk of 

fraud and misuse of money. 

The rules and regulations set by Bank Indonesia and the law on Electronic 

and Information Transactions provide the legal framework to ensure the 

security and accountability of these transactions. Medical audits could 

also be involved in this process, in terms of assessing and reviewing the 

use of funds in the context of health services. In addition, medical audits 

also play an important role in ensuring the quality of telemedicine 

services. Through the audit process, it can be ensured that the services 

delivered comply with widely accepted health standards and applicable 

regulations. This process also assists in the identification and resolution 

of problems in the telemedicine system, so as to provide continuous 

improvement and improvement to services. 

In the context of telemedicine's role in modern society, it is important to 

consider relevant legal aspects and their ethical implications (Scott, 

Nerminathan, Alexander, Phelps, & Harrison, 2019) . There is no doubt 

that telemedicine plays an important role in facilitating access to health 

services (Dorsey & Topol, 2016) , but there are challenges that arise in 

the process. The linkages between medical audits, telemedicine 

practices, and remittances interact and influence one another in the 

context of digital health service delivery. 

One of the main linkages is in the payment process for telemedicine 

services. For example, patients may need to pay for consultations or buy 

medicines through electronic transactions (Anderson, 2007) . In this 

context, Bank Indonesia and Electronic and Information Transaction laws 

provide the legal framework to ensure the security and accountability of 

these transactions. At the same level, medical audits can also play an 

important role in assuring the quality of telemedicine services and in 

assessing the use of funds (Cardile et al., 2023) . 

There are also challenges and questions that arise with the use of this 

technology, especially in terms of data security and privacy, 

accountability, and ethics. For example, how to ensure that patient data 

remains safe and private in electronic transactions (Watzlaf, Zhou, 

DeAlmeida, & Hartman, 2017) ? How to ensure that telemedicine 
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services comply with medical ethical and legal standards (Kluge, 2011) ? 

How to ensure that the money sent for this service is used properly and 

not misused (Graber, Siegal, Riah, Johnston, & Kenyon, 2019) ?. 

To answer these questions, there needs to be cooperation between 

various parties, including governments, healthcare providers, 

technology companies, and communities (Edirippulige & Armfield, 2017) 

. Each party needs to play an active role in establishing and implementing 

relevant rules and regulations, in educating the public about the safe use 

of telemedicine and electronic transactions, and in monitoring and 

evaluating the implementation of these services to ensure compliance 

and quality. 

Legal Evaluation of Aspects of Medical Audit, In Remittances for 

Telemedicine Practices in Realizing Indonesia's Health Digitalization 

The concept of digitization in the health sector or healthtech has 

changed the way health services are delivered in Indonesia. Advances in 

technology have facilitated increased access to and quality of health 

services, including through the use of telemedicine. In line with these 

developments, various regulations and laws have been enacted to guide 

this practice. For example, Law No. 36 of 2009 on Health, Law No. 7 of 

2011 on Currency, and Law No. 8 of 2017 on Electronic and Information 

Transactions all provide legal frameworks for various aspects of 

telemedicine (Dorsey & Topol , 2016) . 

In this context, it is important to evaluate how these laws apply to three 

important aspects of telemedicine: medical auditing, the practice of 

telemedicine itself, and remittances. First, Law Number 36 of 2009 

concerning Health and Government Regulation Number 51 of 2008 

concerning Pharmaceutical Work, both of which cover the role of 

medical audits in ensuring the quality of health services. They describe 

national health systems and oversight of pharmaceutical services, which 

can also be applied to the use of telemedicine. 

Medical audit in the context of telemedicine has an important role in 

ensuring the quality of health services. Law No. 36 of 2009 concerning 

Health and Government Regulation No. 51 of 2008 concerning 

Pharmaceutical Work provide the legal framework for this audit 
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procedure. However, applying medical auditing to digital environments 

such as telemedicine requires the proper interpretation and execution of 

these laws. 

Medical audit in telemedicine involves reviewing and evaluating patient 

medical records, adherence to health protocols, and the quality of health 

services provided. In practice, this may include virtual consultation 

reviews, drug prescriptions being dispensed with, and other actions 

performed in the context of telemedicine (Hersh et al., 2001) . 

The Health Act and Pharmaceutical Government Regulations, in a broad 

sense, cover this medical audit. However, the interpretation and 

application of this law in the context of telemedicine may still require 

further guidance. For example, how to do a virtual consulting quality 

review? How to ensure that drug prescriptions issued in the context of 

telemedicine comply with applicable standards and regulations? How to 

ensure that patient data used in this audit remains secure and private ? 

Enforcement of laws and regulations is another challenge. Recognizing 

that telemedicine often involves actors and entities from multiple 

jurisdictions, interregional and interstate cooperation may need to be 

enhanced to ensure compliance and effective law enforcement. 

Second, Regulation of the Minister of Home Affairs Number 45 of 2016 

concerning Guidelines for the Implementation of e-Government and 

Regulation of the Minister of Health Number 20 of 2019 concerning the 

Implementation of Telemedicine Services Between Health Service 

Facilities, both of which regulate the use of digital technology in public 

services, including health services. They cover aspects such as quality 

control and assurance, as well as the roles and responsibilities of various 

parties in the provision of health services. The application of digital 

technology in public services, including health services, opens up great 

opportunities for increased access and efficiency. Minister of Home 

Affairs Regulation Number 45 of 2016 concerning Guidelines for the 

Implementation of e-Government and Minister of Health Regulation 

Number 20 of 2019 concerning the Implementation of Telemedicine 

Services Between Health Service Facilities, form the main legal 

framework for the use of this technology in health services 
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These two regulations cover various aspects, including supervision and 

quality assurance, as well as the roles and responsibilities of various 

parties in the provision of health services. This is especially important 

given the complexity of telemedicine, which involves multiple 

stakeholders such as patients, healthcare providers, technology 

companies and governments. However, the use of digital technology in 

healthcare also raises new challenges and problems. One of them is the 

issue of privacy and data security. Health data is highly sensitive and 

personal data, and protection of this data is a top priority. How this data 

is collected, stored, processed and shared within the telemedicine 

system needs to be regulated clearly and strictly by law. In addition, 

another issue is the quality of service. How to ensure that health services 

delivered through digital platforms comply with the set quality 

standards? How to carry out quality control and assurance in a digital 

environment? Although Minister of Home Affairs Regulations and 

Minister of Health Regulations have provided the legal framework, there 

may need to be more guidelines and implementing regulations to 

address these questions 

Third, Law Number 7 of 2011 concerning Currency, Law Number 8 of 

2017 concerning Electronic Transactions and Information, and Bank 

Indonesia Regulation Number 20/6/PBI/2018 concerning Electronic 

Money, all of which apply to aspects of sending money in telemedicine. 

. They regulate the use and transactions in Rupiah, as well as financial 

and non-financial transactions conducted through electronic media. Law 

Number 7 of 2011 concerning Currency, Law Number 8 of 2017 

concerning Electronic Transactions and Information, and Bank Indonesia 

Regulation Number 20/6/PBI/2018 concerning Electronic Money, 

provide the legal framework for these transactions. They regulate the 

use and transactions in Rupiah, as well as financial and non-financial 

transactions conducted through electronic media 

However, as is the case with other aspects of telemedicine, the 

application and enforcement of these laws in the context of telemedicine 

requires special attention. For example, how to ensure the security of 

electronic transactions? How to protect consumers from fraud and other 
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abuse? How to ensure transparency and accountability in the use of 

these funds? 

Another challenge is in terms of cross-border. In some cases, 

telemedicine services may involve transactions between entities in 

different jurisdictions. In this situation, which laws and regulations 

apply? How to resolve disputes that may arise? In this context, there 

needs to be better cooperation and coordination between various 

parties, including governments, healthcare providers, technology 

companies, and communities. Each party needs to play an active role in 

establishing and implementing relevant rules and regulations, in 

educating the public about secure electronic transactions, and in 

monitoring and evaluating the implementation of these services to 

ensure compliance and quality. 

In this regard, the legal evaluation is related to three main aspects of 

telemedicine. First, in the context of medical auditing, the Health Act and 

Government Regulations on Pharmaceutical Occupation provide a strong 

legal basis for auditing and oversight within the health system. In 

practice, however, there may be challenges to implementation and 

enforcement of these laws, particularly in the context of telemedicine. 

For example, how audits are conducted in the context of telemedicine 

may require further clarification and guidance. In addition, there are also 

questions about how the data used in these audits is safeguarded and 

processed to ensure patient privacy and safety 

Second, in the context of telemedicine practice itself, the Minister of 

Health Regulations on telemedicine and the Minister of Home Affairs 

Regulations on e-Government provide a legal framework for the use of 

digital technology in health services. However, there may be challenges 

in applying this law. For example, the roles and responsibilities of various 

parties in telemedicine need to be defined more clearly. In addition, 

there are questions about how this law applies in the context of cross-

border transactions and how patient data is protected and safeguarded 

in this context^8^. 

Third, in the context of remittances, the Currency Law, the Electronic 

Transactions and Information Act, and the BI Regulations on Electronic 
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Money all provide a strong legal framework for financial transactions in 

telemedicine. However, the main challenge may be in implementing and 

enforcing these laws. For example, how to ensure that these financial 

transactions are safe and accountable? How to ensure that the money 

sent for this service is used properly and not misused? 

With that in mind, building a robust and effective legal framework for 

telemedicine is a complex, yet important task. It covers three main 

aspects: medical audits, the telemedicine practice itself, and 

remittances. For medical audits, the Health Act and Government 

Regulations for Pharmaceutical Occupation provide a solid legal basis. 

However, there may be challenges in implementing and enforcing these 

laws in the telemedicine context. For example, auditing methods and 

guidelines in the telemedicine context need to be clarified and better 

guided. In addition, there are also questions about how the data used in 

these audits is safeguarded and processed to ensure patient privacy and 

safety. 

In terms of telemedicine practice itself, the Minister of Home Affairs 

Regulation on e-Government and the Minister of Health Regulation on 

telemedicine provide the main legal framework. However, there are 

challenges in implementing and enforcing these laws. For example, the 

roles and responsibilities of various parties in telemedicine need to be 

defined more clearly. In addition, there are questions about how this law 

applies in the context of cross-border transactions and how patient data 

is protected and safeguarded in this context. 

Finally, in the context of remittances, the Currency Law, the Electronic 

Transactions and Information Act, and the BI Regulations on Electronic 

Money all provide a strong legal framework. However, implementation 

and enforcement of these laws also pose challenges. For example, how 

to ensure that these financial transactions are safe and accountable? 

How to ensure that the money sent for this service is used properly and 

not misused? 

To address this challenge, solutions may involve increasing cooperation 

and coordination between the various parties involved, including 

governments, healthcare providers, technology companies, and 
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communities. Each party needs to play an active role in establishing and 

implementing relevant rules and regulations. In addition, public 

education about safe and ethical electronic transactions is also 

important. Finally, ongoing monitoring and evaluation of the 

implementation and implementation of these services is necessary to 

ensure compliance and quality. With this collaborative and proactive 

approach, telemedicine can be an effective and safe way to provide 

quality healthcare. 

Conclusion 

The linkages between medical audits, telemedicine practices, and 

remittances center on the successful implementation of health 

digitalization in Indonesia. Medical audits play an important role in 

ensuring the quality of healthcare services and the proper use of funds 

in the telemedicine context, while remittances in electronic transactions 

are necessary to facilitate payment for these services. The legal 

evaluation of these three aspects shows that existing legal frameworks, 

such as the Health Law, Pharmaceutical Occupation Government 

Regulations, Electronic and Information Transactions Law, and others, 

provide a solid foundation, but challenges in implementation and 

enforcement of these laws require solutions. collaborative. Cooperation 

and coordination between governments, healthcare providers, 

technology companies, and communities are key elements in realizing a 

sustainable and effective digitization of Indonesian health. 
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